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The value of open standards and
open-source software In
government environments

Among the most noteworthy topics surrounding the recent widespread adoption of
open-source software (OSS) are the convergence by governments worldwide to open
standards and the ways in which open source embraces this convergence. There are
continuing debates over the future of software and, in particular, the competition
between OSS and proprietary software. Many studies by governments and by
information technology analysts suggest that OSS and open standards are intimately
connected and that the inherent value of open-source adoption may be attributable in
large part to the embodiment of open standards in OSS. The government environment
is changing rapidly in areas as diverse as homeland security and social services. Given
the equally rapid changes in the information technology marketplace, the successful
adoption of these new technologies by governments will depend on how well the
strengths of proprietary software and OSS are understood and applied—especially with
respect to the use of open standards to speed deployments of integrated capabilities
that respond to emerging challenges. This paper evaluates the relative strengths of

proprietary software and OSS as development techniques that embrace the open
standards valued by governments.

Among the most noteworthy topics surrounding the
recent widespread adoption of open-source software
(OSS)1 are the convergence by governments world-
wide to open standards” and the ways in which open
source embraces this convergence. Many studies by
governments and by information technology (IT)
analysts indicate that OSS and open standards are
inherently valuable. For example, a 2003 study
conducted by the e-Cology Corporation reported that
over 70 policy proposals, position statements, or
actual government decisions had been made con-
cerning OSS in some 24 countries around the
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world.” The study also found that open source is a
good fit for current IT environments with respect to
each of the following criteria: data integration, IT
architecture, standards compatibility, and coexis-
tence with commercial applications. Furthermore,
the study revealed that open source embodies open
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standards critical to technology advancement and to
flexibility of implementation.

Because of the rapid changes in the IT marketplace,
the success of governments in applying these
technologies will depend on how well the capabil-
ities of proprietary software and OSS are understood
and applied. This paper will evaluate the relative
strengths of proprietary software and OSS as
development techniques that embrace the open
standards valued by governments. The first section
discusses the benefits of using open standards in
governments and describes several prominent open
standards valued by governments today. The second
section explores the weaknesses and strengths of
proprietary software and OSS. The third section
provides examples of OSS in governments from
various regions of the world and discusses how
open standards have emerged from OSS. The paper
concludes with a summary of our findings.

WHY OPEN STANDARDS FOR GOVERNMENTS?
Governments worldwide are considering open
standards and discovering, in many cases, that the
standards offer several significant benefits. In fact,
the benefits are so significant that many government
agencies have already adopted or are currently
considering adopting policies that require adherence
to open standards. For example, the state of
Massachusetts now gives “preference to open-
source software and products that adhere to open
standards such as Extensible Markup Language
(XML) and Secure Sockets Layer (SSL).”4

Then, too, the acceptance and adoption of open
standards by major commercial interests such as
IBM, Hewlett-Packard, and Oracle have created a
growing assortment of open-standard-enabled
products that have accelerated the comfort level of
governments toward the adoption of these stand-
ards. Many of the products involved are either open
source, contain open-source modules, or at least
interoperate seamlessly with common open-source
software such as Linux** and the Apache** Web
server. These companies and related systems
integrators not only supply such products to
governments, but also provide the support that
allows for a relatively easy transition to the use of
open source and open standards. Governments are
also currently engaging outside services, including
consultants, non-government organizations, and
industry associations, to examine the relevance of
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open standards and to address issues that would
maximize benefits for these governments. Whether
governments move aggressively or slowly toward
open standards adoption, they have, at the very
least, begun to document the benefits open
standards can bring to their citizens and business
constituents. We now briefly examine a few of the
most compelling benefits of using open standards in
governments. We also discuss several open
standards that are valued by governments today.

Interoperability

Governments consume, manage, and produce mas-
sive amounts of information, which in turn delivers
the greatest value when it is readily accessible to
citizens, businesses, and government counterparts.
As IT continues to evolve into ever more complex
and globally interconnected networks, governments
are under constant pressure to provide efficient and
reliable services—including those supporting mili-
tary operations, trade and travel security, social
services delivery, and a range of citizen services.
Increasingly, these services cross departmental and
even national boundaries. Thus, interoperability is
needed vertically and horizontally, within and
across all organizational and administrative boun-
daries. The most challenging areas of system
interoperability are found in software. Open
standards form the essential framework needed to
position government agencies to overcome these
challenges. Moreover, the interoperability delivered
by open standards is independent of whether OSS or
proprietary software is used to implement these
standards.

A good example that highlights the importance of
interoperability involves e-government services,
which have gained momentum in recent years. In
using e-government services, citizens and enter-
prises must be allowed to seamlessly exchange
information electronically both within and beyond
local boundaries. Citizens and enterprises should
never have to waste time trying to comprehend the
intricacies of different government agencies in order
to complete simple transactions. Governments in
Europe, for instance, are insisting that e-government
services be interoperable, and open standards are
crucial in allowing such services to work together
within enterprise systems.5 Indeed, Manuela Finetti,
head of the Interchange of Data between Admin-
istrations (IDA) unit for the European Commission,
has stated that agreement upon common standards
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and specifications is necessary to bring administra-
tions within the reach of citizens and enterprises

. . 6
and to support required services.

Vendor lock-in

Government IT buyers and commercial suppliers
have both learned that when governments imple-
ment core systems that do not use open standards,
the supplier chosen for the initial system frequently
has a competitive price advantage in subsequent
procurements for system expansion. In the worst
cases, deployment of solutions that cannot be used
with any other vendor immediately locks govern-
ments into doing business with one particular
vendor. This ultimately forces governments to take
high financial risks. The total cost of ownership for
vendor products and services may be cheap initially,
but is likely to increase as more customizations are
needed. Governments typically struggle to operate
on limited budgets and simply cannot afford to pay
inflated prices for software solutions. In addition,
many governments store massive amounts of data,
for example, birth certificates and tax returns, as
digital files and are reluctant to store such files in a
format supported by only a single or even a handful
of vendors.” A single-vendor product with a specific
data format is not accessible for use by each and
every citizen and enterprise within governments.
Thus, an important requirement is that data must be
readily accessible to citizens and enterprises that, in
turn, use various products with many different data
formats.

Governments are turning to open standards to
alleviate the problems of vendor lock-in. The Linux
operating system, frequently adopted as a de facto
standard, continues to be deployed rapidly in
governments and was noted as the fastest growing
server and database platform in the first quarter of
2004.° For instance, more than 200 IBM govern-
ment customers from around the world have
adopted Linux.” In September 2004, Brazil signed
an agreement with IBM to open the Knowledge and
Technology Center at the University of Brasilia. "’
The center was created to promote the usage of
Linux and other open standards. One of the
significant reasons for opening the center was to
avoid being locked into one vendor and instead to
allow freedom of software choice and innovation
with lower costs. Additional initiatives are being
developed worldwide to avoid vendor lock-in. The
Chinese Ministry of Science and Technology
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(MOST) and the French Atomic Energy Commis-
sion (CEA), in association with Bull and

m Many government agencies
have already adopted or are
currently considering adopting
policies that require adherence
to open standards m

STMicroelectronics (ST), formed the Chinese Open
Platform Initiative in October 2004." Compatible
servers, computer appliances, and mobile systems
will be developed under this new initiative, low-
ering costs and allowing collaborative improve-
ments to ensure that solutions can be provided
throughout the world. ST, China, France, and other
partners are currently working together to develop
a new Linux-based platform to achieve these goals.

Flexibility

The environment in which governments operate is
changing more rapidly than ever before. To
succeed in this environment, governments must
be more flexible and responsive than was pre-
viously the case. Nowhere is this seen more
clearly than in the global response to terrorism,
where every piece of insight gained by govern-
ment demands immediate response. The dynamic
IT marketplace, which offers endless new tech-
nologies and expanding services, can help gov-
ernments make more informed decisions faster.
One result is that governments are increasingly
conducting operations via the Internet. (Indeed,
the Internet itself is a prime illustration of the
value of open standards. It simply would not
function in the absence of documented standards,
such as HTML [Hypertext Markup Language], that
have been universally adopted by suppliers and
users.) In anticipation of unforeseen situations
such as natural disasters or terrorist attacks,
governments must position their operations and
the resources that support them—including raw
materials, information, and personnel—to respond
quickly, appropriately, and without excessive
costs. To ensure efficient operations, databases
must be integrated, and information systems must
be consolidated. The unpredictable nature of these
emergencies requires flexibility.
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Governments are not just talking about a need for
flexibility. They are taking actions to ensure
flexibility in their procurement processes. A recent
article on Web services highlighted the following
achievements by governments worldwide:"

¢ The Belgian Federal Government launched a
Web-based e-procurement system to replace its
paper-based public acquisitions procedures. The
Joint Electronic Public Procurement project cre-
ates a “network of portals” for a whole-of-
government electronic-tendering process.

The state of Massachusetts’ Executive Office of
Health and Human Services deployed a new
Web-based system called MassCARES that helps
caseworkers and beneficiaries locate resources,
determine program eligibility, and coordinate the
flow of information among the many agencies
acting in shared cases.

The Australian Taxation Office created the
Australian Business Register, a company registry
interoperating with all federal, state, and local
agencies that serve and regulate the business
community, making it easier, faster, and less
costly for business to deal with government.

* By 2005, the UK government expects all its
departments to offer their services electronically.
They launched a project—Government Gate-
way—that helps central and local governments
and devolved administrations get services online
faster.

Although each of the preceding government actions
is quite different, the common goal is to merge and
evolve organizations that are able to provide
efficient, flexible, electronic services equal to those
provided by private enterprises. Open standards
directly support the ability of governments to
achieve these results quickly and at minimal cost,
results that are certainly valued by governments.
For example, the Department of Technology for the
Government of Punjab in India has a policy which
assures that acquisitions have required flexibility, a
policy that is aligned with their strategic direction
through the use of open standards.” In September
2004, a study by the Center for Strategic and
International Studies found that government agen-
cies worldwide have approved 90 initiatives that
embrace OSS,14 a trend which can be expected to
continue.
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Prominent open standards valued by
governments

Shown in Figure 1 are prominent open standards
valued by governments today that demonstrate the
claim that open standards provide significant
benefits.”” In particular, these open standards
provide governments with solutions that range
from interchanging vocabularies via the Web to
defining strategies for business. Due to its wide-
spread adoption, HTML is perhaps one of the most
recognized open standards among governments
and for the IT industry as a whole. Indeed, HTML
is used practically everywhere on the World Wide
Web. By using open standards such as HTML,
governments will no longer suffer from a lack of
flexibility or interoperability of their Web services.
Moreover, by supporting open standards a gov-
ernment reduces the likelihood of vendor lock-in.

The benefits from using HTML have been demon-
strated on such a large scale that other open
standards, such as XML,16 have been based upon
HTML. Both a study conducted in 1999 by the U.S.
National Association of State Chief Information
Officers and a paper published in 2000 by the U.S.
National Electronic Commerce Coordinating Coun-
cil (NECCC) noted XML as a promising open
standard for seamless sharing of information
among governments.17 Because XML specifications
continue to be developed, governments have been
actively involved in ensuring that XML formats for
exchanging data remain consistent. Many govern-
ments have either launched projects to promote
open XML formats or switched to the OpenOffice
XML format.'® OpenOffice is itself an open-source
alternative to Microsoft** Office and is currently
gaining popularity among governments in Ger-
many, France, China, Brazil, and the U.S.19

One such project recently launched by govern-
ments is the Electronic Business Extensible Markup
Language (ebXML**). Established by the United
Nations Centre for Trade Facilitation and Electronic
Business (UN/CEFACT) and the Organization for
the Advancement of Structured Information Stan-
dards (OASIS), ebXML is a set of specifications for
agencies that conduct transactions electronically,
including procurement and other transactions.
Governments in Norway and Finland are currently
working on irnplernentations.20
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Many other open standards, such as Transmission
Control Protocol/Internet Protocol (TCP/IP), Hy-
pertext Transfer Protocol (HTTP), Java** 2 Enter-
prise Edition (J2EE**), and structured query
language (SQL), also demonstrate the benefits
mentioned here. What is inherently clear is that the
more accepted open standards like HTML and XML
become, the more governments can benefit as they
move toward seamless e-government services.

SOFTWARE DEVELOPMENT TECHNIQUES:
PROPRIETARY SOFTWARE VERSUS 0SS

In today’s IT environment, one of the key factors to
successful solution deployment by governments is
the assessment of which type of software—propri-
etary or open source—is a better fit for a given
situation. Proprietary software and OSS are differ-
entiated both by their philosophies and by their
development methodologies. Development techni-
ques are the foundations of software solutions and
can clearly show the strengths and weaknesses of
these two approaches. Thus, examination of the
development techniques used for proprietary soft-
ware and for OSS is a good starting point for
deciding the best type of software to use in a
specific government deployment.

The goal of this section is to review the distin-
guishing features of the development techniques
for proprietary software and OSS that would allow
informed decisions to be made about the best type
of software for a government deployment. First, the
respective development philosophies will be dis-
cussed briefly. Next, the development techniques of
proprietary software and OSS will be outlined
according to the typical sequence of the software
development process: design, programming, and
testing and maintenance. A comparison of the two
techniques will then be provided.

Philosophies of proprietary software and 0SS
To understand the differences between the devel-
opment techniques for proprietary software and
0SS, one must first understand the philosophies on
which these approaches are based. On the one
hand, the development technique for proprietary
software is based on a philosophy that users of a
software program only need to understand what
the software does, not how those results are
achieved. Some people think of this as a philoso-
phy based on obscurity. The obscurity of propri-
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Open standards valued by governments

etary software is implemented through closed-
source techniques. Closed source means that the
licensee or user of software does not receive and
cannot view the software source code, the form of
the software that a human can read and under-
stand. Moreover conditions of use, sharing, or
possible modifications of the software are typically
restricted by copyright law. Closed-source software
is delivered only in a form (known as binary code)
that computers can understand and execute. A
closed-source approach keeps a vendor’s services
and products unique, and frequently protects
profitability and trade secrets by preventing com-
petitors from viewing, duplicating, or using a
program’s source code. The ultimate goal for a
vendor of proprietary software is to achieve a
sustainable business that protects intellectual
property, supports continued investment, and
delivers value that keeps customers coming back.
Most of the advancements in software from the
dawn of the IT industry have emerged using this
technique.

On the other hand, the development techniques of
0SS stem from a philosophy of openness. Most
licensing agreements in use for OSS today allow
anyone to freely view, share, use, and modify a
program’s source code. Indeed, the availability and
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open presentation of source code is the origin of
the term OSS. This openness allows anyone
technically knowledgeable to understand both what

m Governments are turning to
open standards to alleviate the
problems of vendor lock-in m

the software does and how it functions. Note that
“freely” does not mean cost-free, but rather refers
to freedom of use. OSS does require time and
money to develop and maintain, especially in
commercial environments. However, the open-
source approach allows information exchange and
creates a level playing field for software producers.
Commercial players in the OSS arena rarely see the
software itself as the key to achieving business
results. Rather they consider the services, integra-
tion, and product sales that accompany the OSS as
their business. Indeed, some open-source authors
derive significant income from the sale of services
related to their free handiwork. The paramount
objective here is not to achieve profit for vendors,
but to build offerings on a base of high-quality
software that is available and beneficial to all
users.

Although the philosophies of proprietary software
and OSS differ, this is not to say that one
philosophy is better than the other. Proprietary
software has been and remains the essential means
of advancing software technology on the leading
edge of innovation. Its ability to attract investment
and produce profit from software licenses generates
economic growth and creates lucrative employment
opportunities.21 This is certainly evident for soft-
ware companies such as IBM, Microsoft, and
Oracle. On the other hand, OSS grants users the
flexibility to customize software solutions. While
0SS has produced many software breakthroughs,
its strength lies in the delivery of widely deployed,
stable tools that promote the goals of flexibility and
interoperability discussed earlier. Users of OSS reap
benefits such as low costs and avoidance of vendor
lock-in.

Of importance here is an acceptance that the
philosophies of proprietary software and OSS are
different, as well as a knowledge of how each
philosophy affects the environments in which
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proprietary software and OSS are deployed. Pro-
prietary software and OSS can each be used in
appropriate environments to achieve desired results,
both for the commercial entities that promote them
and, more importantly, for the public- and private-
sector entities that use them.

Techniques used in a typical software
development process

Eric Raymond’s highly acclaimed work The Cathe-
dral and the Bazaar separates the development
techniques of proprietary software and OSS into
two categories: “cathedral-like” and “bazaar-
like.”** Analogous to the meticulous construction
of cathedrals in the Middle Ages, the development
of proprietary software is depicted as being very
controlled in terms of design and implementation.
In contrast, the development of OSS is like a bazaar
in which everyone can choose what he or she
desires. Here, communication is informal, and
coding is often carried out by volunteers in their
spare time.

Indeed, proprietary software and OSS have distin-
guishing development techniques throughout the
software development process, a process which
typically consists of at least the steps of design,
programming, and testing and maintenance. We
will now take a closer look at how each of these
development techniques carries out these steps,
with the goal of highlighting the characteristics of
each technique that determine its respective suit-
ability for government environments.

Design

Proprietary software is designed with a focus on
integration.23 The intention is that customers will
select proprietary software because a variety of
capabilities are bundled into each product, and
multiple compatible products are then bundled into
suites. The components of proprietary software are
very tightly coupled. For example, a customer who
purchases a server-based piece of software from a
vendor will likely also purchase client-based tools
from the same vendor. Next, the customer may
purchase a subscription, upgrades, and related
offerings. Each component purchased is typically
characteristic of a specific vendor and only
operates with other components that are built and
supplied by that particular vendor. In addition to
providing extended function, integration is used to
produce products with better performance. Fewer
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resources are necessary, and software components
work in tandem. This technique contributes greatly
to the way in which proprietary software delivers
leading-edge capabilities in the marketplace, while
generating sustainable revenue and profit streams
for its producers. As mentioned earlier, profit
provides the benefits of company growth, employ-
ment, and investment. In fact, Jack Messman,
Novell chairman and chief executive, stated in a
September 2004 article that “the industry needs the
profits from proprietary software to help fund
open-source development.”24 Indeed, proprietary
software companies such as IBM, Hewlett-Packard,
and Novell (which once primarily produced pro-
prietary software but now also owns SUSE LINUX)
also employ people to help produce OSS projects
based, for example, on the Apache Web server.

In contrast to proprietary software, OSS is designed
to be modular. Linus Torvalds, founder of Linux,
has strongly advocated modularity with the state-
ment, “What is needed is as modular a system as
possible.”23 Modularity allows components to be
loosely coupled or interchanged independent of
one another. A user can select many different,
small components to form an OSS solution. The
components are not directly linked to one provider
or developer. Instead, users can obtain these
components from various sources located all over
the world. There have been studies released to
support the modularity of OSS. For example, one
study reveals that by implementing modularity the
GNU/Linux project achieved the benefits of fast
development, reuse of modules, innovation
through project competition, and recombination of
modules.” Modularity is one of the primary
reasons OSS is closely connected to open stan-
dards. The publication, use, and widespread
adoption of open standards allow this modularity
to be achieved. Almost as a by-product, the same
standards that OSS programmers use can be reused
by organizations that deploy OSS to produce
interoperation and information sharing.

Programming

The OSS technique involves programming in many
parallel efforts that typically do not adhere to strict
schedules or market pressures.26 0SS developers
are frequently volunteers with a passion for a
particular type of software, who complete coding
as time allows. Many efforts are duplicates of one
another—inducing collaboration and experimenta-
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tion with ideas and approaches. The OSS approach
also allows users to pick and choose the solutions
that they like best. Over time, the universe of users
selects the best capability from available imple-
mentations, in contrast to the proprietary technique
of having a centralized design group make these
choices. Solutions are coded in small modules that
provide a limited number of features. Such code
modules are produced rapidly, and projects are
often created by as few as one or two developers at
a time. A 2002 study of the top 100 mature
products on SourceForge**, an open-source soft-
ware-development Web site, revealed that “the
vast majority of mature OSS programs are devel-
oped by a small number of individuals.”*” A
downside, however, is that documentation is
typically scarce, outdated, or nonexistent.”® Be-
cause developers are not obligated to write
documentation, which is often a tedious process,
they tend to code solutions without producing
adequate documentation.

In contrast, proprietary software is usually pro-
grammed by designated teams of developers who
follow specific schedules. These schedules are
controlled by management and influenced by
market pressures.26 Duplicate efforts are avoided or
discouraged to minimize inefficient use of resour-
ces. Moreover, there is little pressure to constantly
migrate to the newest programming languages and
development environments, a very common oc-
currence in OSS development. Projects usually
satisfy many specific requirements that can be
time-consuming to refine and program. Thus,
proprietary software is often implemented in longer
cycles than OSS. Also, documentation is typically
extensive due to customer requirements.

Testing and maintenance

The testing technique used in proprietary software
development usually involves both internal and
beta testing,B which together improve the quality
of the software by discovering bugs that can be
fixed before the software is released to the public.
Although problems are detected and fixed by this
method, the software configurations tested are
limited to the environments chosen by the testers.
Therefore, the fixes incorporated may not always
be optimal for all environments. In the case of
environments not tested, users must often wait
until a vendor releases a new version to obtain
necessary fixes. Then too, bugs may never be
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discovered and fixed because the source is not
public. However, proprietary software vendors are
often reliable in helping users with maintenance
and support.

Unlike proprietary software, OSS is made available
to the public on such a frequent basis that

m It is important to recognize
that neither proprietary
software nor OSS is a
panacea m

developers and users can test the software well
before a final release. This often creates many
more opportunities to eliminate bugs and incorpo-
rate improvements than is the case for proprietary
software. In addition, software can be tested
immediately in real environments with a wide
variety of configurations. Users are not forced to
wait for a new release because they have the
option to fix the software themselves. A user who
fixes a problem can then submit a patch29 to the
developers. This encourages extensive collabora-
tion to fix bugs the best way possible. In contrast,
though, finding a reliable source of maintenance
and support may at times be a challenging
proposition, because the developers who contribute
to OSS are typically scattered all over the world.
Users must also be careful in implementing
methodologies for upgrading their environments to
avoid being overwhelmed by the high frequency of
0SS software releases.

Because of these differences between the techniques
of proprietary software and OSS, many studies
captured in a popular paper by David Wheeler
suggest that OSS is more secure than proprietary
software.”’ For example, the Summer 2004 Linux
Development Survey by Evans Data found that “92%
of their Linux systems have never been infected with
a virus and 78% of their Linux systems have never
been cracked.”’ Perhaps Eric Raymond sums up the
technique of OSS best with the statement, “Given
enough eyeballs, all bugs become shallow.”**

Based on the characteristics outlined above, propri-
etary software excels at allowing rapid innovation

and advancing emerging areas of technology due to
requirements for meeting schedule deadlines, mar-
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ket pressures, and a constant push for profits. The
profit gained from proprietary software increases
company growth, investments, and employment.
For example, Dassault Systemes and IBM announced
the first release of their 64-bit-enabled Product
Lifecycle Management (PLM) applications for the
IBM AIX* SL* operating system in October 2004. Per
Larsen, vice president of IBM eServer* pSeries*
Marketing, Systems and Technology Group, stated,
“This achievement is a great illustration of how IBM
advanced technology combined with leading-edge
software developed by Dassault Systéemes contrib-
utes to protecting PLM customers’ investments.””'

However, once a technology area becomes saturated
with unique proprietary solutions, innovation be-
comes more difficult. OSS, which is based on large-
scale collaboration, levels the playing field and
sparks innovation that drives software compatibility
and interoperability. A survey in February 2004
found that 1.1 million developers in North America
alone were working on OSS projects.30 With so
many developers collaborating of their own free
will, innovation is stimulated and grows. This
innovation allows solutions to be obtained from a
wide variety of sources and promotes interoper-
ability and flexibility. It is important to recognize
that neither proprietary software nor OSS is a
panacea. Environments determine which type of
software is better on a case-by-case basis. However,
within government environments where open
standards are valued, it can be argued that OSS is a
superior and more appropriate development tech-
nique, as discussed in the following section.

0SS: A SUPERIOR SOFTWARE DEVELOPMENT
TECHNIQUE

Both proprietary software and OSS are necessary to
continue improvements and advances in the IT
industry. However, for government environments
0SS has proven to provide a superior development
philosophy and development technique in the
sense that it embraces the open standards valued
by governments. Through the OSS development
technique, solutions have been produced that are
often better suited and of higher quality than
corresponding proprietary softwareso—especially in
government environments. Despite its disadvan-
tages, OSS has provided interoperable, flexible, and
secure solutions for governments. One successful
application of this development technique is
certainly Linux.
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In this section, examples of OSS in governments
from various regions around the world will be
presented. Next, the emergence of open standards
from OSS will be discussed, including the key
characteristics that make OSS a superior develop-
ment technique in such instances.

Examples of 0SS in governments

0SS has certainly drawn interest from governments
worldwide that are eager to reap the benefits of
open standards, as discussed in the earlier sections
of this paper. The following are some examples of
OSS adoption in governments from regions around
the world.

* Australia—A panel of ten contracted suppliers
was formed this year to directly service
Australian government agencies that choose to
adopt Linux systems. The two-year contract has
an option to extend for two additional one-year
terms.>”

® Brazil—Government officials in Brazil have
committed “to exporting around $2 billion worth
in software every year, to replacing Windows
with Linux in 300,000 federal computers, to
transferring $1 billion from the Telecommunica-
tions Fund to the free-software-based Digital
Communications System, and to network the
country’s 200,000 public schools using open
source.””” This migration will make Brazil the
largest public sector user of open source in South
America.

® Denmark—The Ministry of Finance in Denmark
has implemented an open-source project to
simplify data exchange between systems. The
system uses the open-source application server
JBoss** running on Red Hat** Linux.”*

* Germany—Despite concerns of possible software

patent infringements raised in the debate over

new European Union patent legislation, the

government of Munich decided to migrate 14,000

desktops to the open-source Linux platform. The

migration is one of the largest moves ever from
proprietary software to open source.”>° Clearly,
this example shows that the growing popularity
of OSS is a threat to some established commercial
interests. Any backlash from this threat can
potentially impact the growth of OSS.

Malaysia—Malaysia is promoting open-source

software such as Linux to increase IT skills, gain

information security through code inspection,
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and gain bargaining advantages with proprietary
software vendors.>’

* Philippines—The Advanced Science and Tech-
nology Institute (ASTI) government agency has
advocated the use of open-source software in the
Philippines and is developing versions of the
Bayanihan Linux software, which is currently
being used by the University of the Philippines.38

e South Africa—South Africa has adopted an
official policy promoting the use of open-source
software. A preference is now given to open-
source applications when proprietary alternatives
do not offer a compelling advantage.39

¢ Sweden—Statskontoret, the Swedish Agency for
Public Management, released a feasibility study
to promote OSS in public administrations. The
study found that OSS is equal to or better than
proprietary software is many cases.”’

* United States—In a recent article, government
agencies have “implemented open-source solu-
tions that range from Linux-running data-collec-
tion computers on Naval Oceanographic Office
survey ships to a Web-based tool that allows the
U.S. Agency for International Development
(USAID) to quickly process the visas of foreign
workers scheduled to train in the United
States.”"!

How open standards have emerged from 0SS
Many software capabilities began as OSS solutions.
Over time, these OSS solutions blossomed into
open standards that are positively affecting gov-
ernments worldwide today. To further see the
advantages of the OSS development technique, one
must understand how open standards have
emerged from OSS. Evidence shows that open
standards have emerged due to at least three
significant factors:

1. Development of a high-quality product that
became trusted by many users

2. Competition

3. Demand from users

An example that supports this hypothesis is send-
mail, the de facto standard program for Internet
mail transfer. Sendmail was developed by Eric
Allman in 1981 at the University of California,
Berkeley during a period of proliferation of net-
works and e-mail protocols.42 At that time the
Internet had not yet standardized on the TCP/IP
protocol. Therefore, e-mail became difficult to
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transport across networks because of different
protocols. Sendmail was the first software of its
kind due to the unique method it used to complete
mail transfers. Instead of rejecting incompatible
mail from different networks, sendmail modified
the mail so that it could be transported to its
destination.

With the explosion of e-mail, interest in sendmail
grew rapidly. In 1986, Allman ceased his develop-
ment of sendmail. However, other developers took
up enhancement of sendmail’s capabilities and
released two additional versions of sendmail.
Vendors also had their own versions of sendmail
with special features including, for example, the
Sun Microsystems version which added Network
Information System (NIS) support. In 1989, Allman
began development of his version of sendmail
again. The additional versions of sendmail created
friendly competition, which enabled Allman to
incorporate some excellent features from these
other versions, such as external databases and NIS
support. In addition, because many users trusted
and used the capabilities of sendmail, they began
to demand that specific features be added. In fact,
at one point users were requesting three to five
new features per week.* As a result of trust,
competition, user demand, and facilitation by the
development technique of OSS, sendmail emerged
as the standard for mail transfer. Thus, both the
needs of customers and the abilities of developers,
and not solely the output of proprietary vendors,
shaped the Internet into its current success.

There are several additional OSS solutions, such as
Linux, the Apache Web server, Berkeley Internet
Name Domain (BIND), and Mozilla**, that have
been as successful as sendmail. All have become
open standards with the help of the superior OSS
development technique, and all support the hy-
pothesis presented here.

CONCLUSION

As the widespread adoption of OSS continues,
governments worldwide are increasingly converging
to open standards to reap significant benefits, namely
interoperability, flexibility, and avoidance of vendor
lock-in. This paper has discussed these benefits, as
well as prominent open standards that provide such
value for governments today. E-government services
that must operate seamlessly are gaining momentum
among government agencies. To ensure successful
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operations, governments must be able to determine
whether proprietary software or OSS better suits their
particular environments.

The development techniques of proprietary soft-
ware and OSS, including weaknesses and strengths,
were outlined to provide a better understanding of
how each would suit a given environment. Based
on these weaknesses and strengths, evidence and
examples were presented that demonstrate how
0SS can be a superior development technique for
government environments. In addition to the many
proprietary software solutions currently deployed
in government applications, OSS and open stan-
dards are having major, positive impacts on
governments in various regions around the world.

It is also important to understand how many open
standards have emerged from OSS, facilitated by
the development technique and philosophy of OSS,
because of the key factors of trust, competition,
and user demand. These factors are, in turn,
undoubtedly linked to the needs of customers and
the abilities of producers. As the IT marketplace
continues to evolve, these powerful factors,
coupled with the superior development technique
of 0SS, will not only enable governmental envi-
ronments to efficiently serve citizens and enter-
prises, but will also help drive the IT industry in
directions which do not rely solely on proprietary
vendors.
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